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At Mattr Corp. and its affiliates (“Mattr”), we 
are committed to protecting your privacy and 
safeguarding your personal information. 

THE PURPOSE OF THIS PRIVACY POLICY 
STATEMENT IS TO INFORM YOU ABOUT THE TYPES 
OF PERSONAL INFORMATION MATTR, ITS 
DIVISIONS AND RELATED COMPANIES (AS 
FOLLOWS, “WE” OR “US”) COLLECTS, USES AND 
DISCLOSES. IT EXPLAINS HOW WE USE AND 
DISCLOSE THAT INFORMATION, THE CHOICES YOU 
HAVE REGARDING SUCH USE AND DISCLOSURE, 
AND HOW YOU MAY CORRECT THAT 
INFORMATION. 
We are proud to demonstrate our commitment to your privacy, by complying with the 
laws and regulations under applicable privacy laws in Canada. As Mattr is a national 
organization, this Privacy Policy Statement is designed to meet the standards 
prescribed by the Personal Information Protection and Electronic Documents Act and 
the regulations thereunder (“PIPEDA”) as well as applicable provincial privacy 
legislation and regulations, including the Personal Information Protection Act (Alberta), 
the Personal Information Protection Act (British Columbia), and An Act respecting the 
protection of personal information in the private sector (Quebec). 

Please see paragraph 18 below for specific information on the processing of Personal 
Information that is governed by the EU General Data Protection Regulation (Regulation 
2016/679, the “GDPR”) and the UK GDPR. This paragraph is particularly relevant for 
website users that are doing business or are seeking contact with Mattr’s EU or UK 
entities. 

From time to time, we may make changes to this Privacy Policy Statement. The Privacy 
Policy Statement is current as of the “last revised” date which appears at the top of this 
page. We will treat Personal Information in a manner consistent with the Privacy Policy 
Statement under which it was collected and our Internal Privacy Policy,unless we have 



 
your consent to treat it differently. This Privacy Policy Statement applies to any 
information we collect or receive about you, from any source. 

The following topics will be covered in this Privacy Policy Statement. Please click on a 
question below to learn more. 

1 To which companies does this Privacy Policy Statement apply? 
This Privacy Policy Statement applies to the collection, use and disclosure of Personal 
Information by Mattr or any of its divisions or affiliated companies. 

2 What is Personal Information? 
“Personal Information” is any information that is identifiable with you, as an 
individual. This information may include but is not limited to your name, mailing address, 
telephone number, e-mail address, age, gender, marital status, financial status, credit 
card information and credit history. Subject to paragraph 18, Personal Information, 
however, does not include your name, business title, business address, business 
telephone number and business e-mail address in your capacity as an employee of an 
organization. 

3 How do we collect your Personal Information? 
We will always collect your Personal Information by fair and lawful means (for example, 
when you complete a feedback form on our websites in order to communicate with us). 
We may collect Personal Information from you directly and/or from third parties, where 
we have obtained your consent to do so or as otherwise required or permitted by law. 

4 Where do we store your Personal Information? 
We will keep the Personal Information that we collect at the Mattr offices or at the 
offices of our third-party service providers, as applicable. 

5 How do we use your Personal Information? 
We identify the purposes for which we use your Personal Information at the time we 
collect such information from you and obtain your consent where necessary, in any 
case, prior to such use. We generally use your Personal Information for the following 
purposes (the “Purposes”): 

• to respond to questions, comments or concerns regarding Mattr; 
• to update any product information that we have provided to you previously; 
• to communicate with you about our products and services that may be of interest 

to you; 
• to collect opinions and comments in regard to Mattr’s operations; 
• to recruit for positions in Mattr; 
• to investigate legal claims; 
• to administer the Mattr website(s); 
• such purposes for which Mattr may obtain consent from time to time; and 



 
• such other uses as may be permitted or required by applicable law. 

6 To whom do we provide your Personal Information? 
We identify to whom, and for what purposes, we disclose your Personal Information, at 
the time we collect such information from you and where required obtain your consent 
to such disclosure. 
For example, we may transfer your Personal Information to third party service providers 
with whom we have a contractual agreement that includes appropriate privacy 
standards, where such third parties are assisting us with the Purposes – such as 
service providers that provide computer support including data storage or processing. 

Notwithstanding the foregoing, we may also make disclosures of Personal Information 
to a potential acquiror in connection with a transaction involving the sale of some or all 
of the business of Mattr (in which case the use of your personal information by the new 
entity would continue to be limited by applicable law), or as otherwise permitted or 
required by law. 

In addition, we may send Personal Information outside of the country for the purposes 
set out above, including for processing and storage by service providers in connection 
with such purposes. However, you should note that to the extent that any Personal 
Information is out of the country, it is subject to the laws of the country in which it is 
held, and may be subject to disclosure to the governments, courts or law enforcement 
or regulatory agencies of such other country, pursuant to the laws of such country. 

7 When and how do we obtain your consent? 
Where required we will obtain your consent prior to collecting your Personal Information. 
You may provide your consent to us either orally, electronically or in writing. The form of 
consent that we seek, including whether it is express or implied, will largely depend on 
the applicable rules, the sensitivity of the personal information and the reasonable 
expectations you might have in the circumstances. 
By using the Mattr website or any of its divisions’ or related companies’ websites, you 
consent to the collection and use of your personal information as described above. If 
Mattr changes this Privacy Policy Statement in the future, the changes will be posted on 
the relevant website(s) so you can always be sure of what Personal Information we 
collect and how we use it. Any future access to our website or any of our divisions’ or 
related companies’ websites subsequent to any revisions of this Privacy Policy 
Statement will be deemed to be an acceptance of and agreement to our Privacy Policy 
Statement as amended. 

8 How do we ensure the privacy of your Personal Information when dealing 
with our affiliates and other third parties? 
We ensure that all affiliates and other third parties that are engaged to perform services 
on our behalf and are provided with Personal Information are contractually required to 
observe the intent of this Privacy Policy Statement and our internal privacy policy and 
practices. 



 
9 How long will we utilize, disclose or retain your Personal Information? 
We may keep a record of your Personal Information, correspondence or comments, in a 
file specific to you. We will utilize, disclose or retain your Personal Information for as 
long as necessary to fulfil the purposes for which that Personal Information was 
collected and as permitted or required by law. 

10 How can you review your Personal Information that we have collected, 
utilized or disclosed? 
If you make a written request to review any Personal Information about you that we 
have collected, utilized or disclosed, we will provide you with any such Personal 
Information to the extent required by law. We will make such Personal Information 
available to you in a form that is generally understandable and will explain any 
abbreviations or codes. 

11 How do you know that the Personal Information we have on you is 
accurate? 
We will ensure that your Personal Information is kept as accurate, complete and up to 
date as possible. We will not routinely update your Personal Information, unless such a 
process is necessary. 

12 What if the Personal Information we have on you is inaccurate? 
At any time, you can challenge the accuracy or completeness of your Personal 
Information in our records. If you successfully demonstrate that your Personal 
Information in our records is inaccurate or incomplete, we will amend the Personal 
Information as required. Where appropriate, we will transmit the amended information to 
third parties having access to your Personal Information. 

13 How fast will we respond to your written requests? 
We will attempt to respond to each of your written requests not later than thirty (30) 
days after receipt of such requests. We will advise you in writing if we cannot meet your 
requests within this time limit. You have the right to make a complaint to the federal 
Privacy Commissioner in respect of this time limit. 

14 Are there any costs to you for requesting information about your Personal 
Information or our Internal Privacy Policy or practices? 
We will not charge any costs for you to access your Personal Information in our records 
or to learn about our Internal Privacy Policy or practices without first providing you with 
an estimate of the approximate costs, if any. 

15 How do we know that it is really you requesting your Personal 
Information? 
We may request that you provide sufficient identification to permit access to the 
existence, use or disclosure of your Personal Information. Any such identifying 
information shall be used only for this purpose. 



 
16 What safeguards have we implemented to protect your Personal 
Information? 
We have implemented physical, organizational, contractual and technological security 
measures to protect your Personal Information from loss or theft, unauthorized access, 
disclosure, copying, use or modification. The only employees, who are granted access 
to your Personal Information, are those with a business ‘need-to-know’ or whose duties 
reasonably require such information. 

17 Is Mattr responsible for the third-party links on its websites? 
No. The Mattr website and any of its divisions’ or related companies’ websites may 
contain links to websites operated by third parties. If you follow a link to any of these 
websites, please note that these websites have their own privacy policies and terms and 
conditions. Further, we can have no responsibility for or control over the information 
collected by any third-party website and we cannot be responsible for the protection and 
privacy of any information which you may provide on such websites. 

18 How do you contact us regarding access to your Personal Information or 
to learn about our Internal Privacy Policy and practices? 
All comments, questions, concerns or complaints regarding your Personal Information 
or our Internal Privacy Policy and practices, should be forwarded to our Privacy Officer 
as follows. 
 
In writing: 

• Shawcor Ltd., dba Mattr 
• Attn: Privacy Officer 
• 25 Bethridge Road 
• Toronto, Ontario 
• Canada 
• M9W 1M7 

By e-mail: privacy@mattr.com  

19 Information on the processing of Personal Information under the (UK) 
GDPR – For website users that are doing business or are seeking contact 
with Mattr entities in the European Economic Area (EEA) and the United 
Kingdom (UK) 

  

For the purposes of this paragraph, Personal Information also includes any information 
relating to you in your capacity as an employee of an organization (i.e., business related 
information), such as your name, business e-mail address, business title and telephone 
number. 

mailto:privacy@mattr.com


 
In case of a conflict between the information in this paragraph and the information in 
other paragraphs, the information in this paragraph is leading. 

Controller 

For the purposes of handling and responding to contact requests or sending (marketing) 
communications, your Personal Information will also be processed by the relevant local 
Mattr entity in the EU or the UK. This particularly applies to all Personal Information 
included in any contact form you submit on the Mattr website or any of its divisions or 
related local Mattr entity’s websites. This local Mattr entity is the controller for the 
processing of your Personal Information subject to the GDPR. 

If you have any questions or complaints in relation to the use of your Personal 
Information or if you would like to receive more information on the processing of your 
Personal Information by Mattr, please contact us via nicolas.vielliard@mattr.com. 

Legal basis for processing 

The processing of your Personal Information in the context of handling and responding 
to contact requests submitted through our websites, and the sending of customer 
surveys is necessary for our legitimate interest to (i) respond to and handle contact 
requests and enquiries; and (ii) collect feedback on our services / products, analyzing 
customer satisfaction and improving services / products, respectively. 

For sending direct marketing communications (including invitations to events), we rely 
on your consent. 

Transfer of Personal Information to third countries (countries outside the 
EEA / UK) 

Your personal data is stored in locations within and outside of the EEA and the UK. 

In case of transfers of Personal Information from the EEA or the UK to countries outside 
the EEA or the UK, we ensure appropriate safeguards are in place to guarantee the 
continued protection of your Personal Information. For transfers from the EEA, we 
particularly do this by signing the Standard Contractual Clauses of the European 
Commission. For transfers from the UK, we execute the UK Addendum to the EU 
Standard Contractual Clauses or the UK International Data Transfer Agreement, 
whichever is more appropriate in the given situation. For more information on the EU 
Standard Contractual Clauses, please see here. For more information on UK Addendum 
and the UK International Data Transfer Agreement please see here. 

We may share Your Personal Information collected or processed in the EEA with our 
affiliated entities in the United Kingdom. The European Commission has determined 

https://ec.europa.eu/info/law/law-topic/data-protection/international-dimension-data-protection/standard-contractual-clauses-scc_en
https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/international-data-transfer-agreement-and-guidance/


 
that the United Kingdom offers an adequate level of data protection (please see here). 
This means that if your Personal Information is transferred to the United Kingdom, your 
Personal Information is subject to a level of data protection similar as in the EEA and, 
as a consequence, Personal Information may be shared without additional safeguards 
being necessary. 

Your Personal Information may also be shared back with Mattr. The European 
Commission has determined that if the Personal Information Protection and Electronic 
Documents Act (PIPEDA) applies Canada offers an adequate level of data protection 
(please see here). This means that if your Personal Information is transferred to 
Canada, your Personal Information is subject to a level of data protection similar as in 
the EEA and, consequently, Personal Information may flow back to Mattr without 
additional safeguards being necessary. 

Similarly, the United Kingdom has determined that the EEA member states and Canada 
(if PIPEDA applies) are adequate territories, meaning that Personal Information may be 
transferred from the United Kingdom to EEA member states and Canada without 
additional safeguards being necessary. 

Your rights regarding to our processing of your Personal Information 

In addition to the right to obtain access to your Personal Information (see paragraph 10) 
and the right to have your Personal Information corrected (see paragraph 12), you also 
have the right to have your Personal Information erased, the right to restriction of the 
processing, the right to data portability and the right to object to the processing. Most of 
these rights are not absolute and are subject to exemptions in the law. 

Below we set out your rights in more detail and give information on how you can 
exercise these. 

• Erasure: you are entitled to ask us to delete or remove Personal Information in 
certain circumstances. There are certain exceptions where we may refuse a 
request for erasure, for example, where the Personal Information is required for 
compliance with law or in connection with legal claims. 

• Restriction: you are entitled to ask us to suspend the processing of certain of 
your Personal Information about you, for example if you want us to establish its 
accuracy or the reason for processing it. 

• Data portability: you may request the transfer of a copy of certain of your 
Personal Information to you or another party (if technically feasible). You have 
the right to ask that we provide your Personal Information in an easily readable 
format to another company. 

• Objection: where we are processing your Personal Information based on our 
legitimate interest (or those of a third party), you may object to processing on this 
ground. However, we may be entitled to continue processing your Personal 

https://ec.europa.eu/info/files/decision-adequate-protection-personal-data-united-kingdom-general-data-protection-regulation_en
https://eur-lex.europa.eu/legal-content/en/TXT/?uri=CELEX%3A32002D0002


 
Information based on our legitimate interests. As regards the processing of your 
Personal Information for direct marketing purposes, you have the right to object 
at any time in which case we will immediately stop processing your Personal 
Information for these purposes. 

If you have provided your consent to the processing of your Personal Information for a 
specific purpose (e.g., for receiving direct marketing communications), you have the 
right to withdraw your consent for that specific processing at any time. Revoking your 
consent does not affect the lawfulness of the processing based on your consent before 
it was revoked. 

If you want to exercise any of these rights, please contact us via e-mail 
at privacy@mattr.com. You can also unsubscribe from our direct marketing 
communications by clicking the link in each communication. 

Complaints 

If you have any complaint about the way we process your Personal Information, you 
may lodge a complaint with a supervisory authority in the UK or the EEA country of your 
residence, where you work or where an alleged infringement of the applicable data 
protection law took place. 

For an overview of the local EU data protection authorities, please click here. 
Complaints for the Information Commissioner’s Office (UK) can be lodged 
via https://ico.org.uk/make-a-complaint/ 

 

https://edpb.europa.eu/about-edpb/board/members_en
https://ico.org.uk/make-a-complaint/
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